
 

  
       

       

  

 

 

  

 

  
         

 

  

   

 

 

 

 

 

   

 

 

 

 

  

 

 

  

  

  

 

 

 

    

 

200 St. Paul Place, Suite 2700, Baltimore, Maryland 21202
 
Direct Dial: 410-468-2379 Fax: 410-468-2245
 

Email: Rodney.spence1@maryland.gov
 
www.mdinsurance.state.md.us
 

First Amendment to
 
CATS+ TORFP # D80B5400025
 

Security and Penetration Testing (SVPT)
 
Issued: 01/4/ 2017 

The Table of Contents has been updated to accurately reflect the document pagination. The 

above-captioned TORFP is amended as follows: 

P4,  KEY INFORMATION SUMMARY SHEET  

Original Text 

Closing Date and Time: 01/31/2017 at 3:00 PM Local Time 

Amended Text: Changes Highlighted 

Closing Date and Time: 03/17/2017 at 3:00 PM Local Time 

P21,22 Section 3.3 

Original Text: 

2.9  MINIMUM QUALIFICATIONS  

2.9.1  OFFEROR’S COMPANY MINIMUM QUALIFICATIONS  

Only those Master Contractors that fully meet all minimum qualification criteria shall be eligible 

for TORFP proposal evaluation.  The Master Contractor’s proposal and references will be used 

to verify minimum qualifications.  

The Master Contractor’s proposal shall demonstrate meeting the following minimum 

requirements: 

1)	 At least five (5) years of demonstrated experience conducting cyber security assessments 

for U.S. based commercial or government entities with at least 1,000 concurrent end 

users.  
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2)	 InfoSec Assessment Methodology (IAM) Certification. 

3)	 Cisco Master Security Specialized Partner Certification. 

4)	 At least three (3) references from other government or commercial organizations where 

similar services have been provided within the last three (3) years.  These services shall 

have been, at minimum, satisfactorily performed by the Offeror, as confirmed by the 

reference checks. 

5)	 At least one (1) proposed Key Personnel shall hold at least one (1) of the following 

certifications: 

A.	 CISSP (Certified Information Systems Security Professional); or 

B.	 SSCP (Systems Security Certified Practitioner); or 

C.	 CCIE (Cisco Certified Internetworking Expert) Security; or 

D.	 Certified Ethical Hacker (CEH). 

2.9.2  OFFEROR’S PERSONNEL MINIMUM QUALIFICATIONS  

THIS SECTION IS NOT APPLICABLE TO THIS TORFP. 

2.10  TO CONTRACTOR AND PERSONNEL  PREFERRED QUALIFICATIONS  

A.	 Preference will be given to those Master Contractors who propose two (2) or more 

Key Personnel each holding one (1) or more of the following certifications: 

i.	 CISSP (Certified Information Systems Security Professional); or 

ii.	 SSCP (Systems Security Certified Practitioner); or 

iii. CCIE (Cisco Certified Internetworking Expert) Security; or 

iv. Certified Ethical Hacker (CEH). 

Amended Text:  Changes Highlighted  

2.9  MINIMUM QUALIFICATIONS  

2.9.1  OFFEROR’S COMPANY MINIMUM QUALIFICATIONS  

Only those Master Contractors that fully meet all minimum qualification criteria shall be eligible 

for TORFP proposal evaluation.  The Master Contractor’s proposal and references will be used 

to verify minimum qualifications.  

The Master Contractor’s proposal shall demonstrate meeting the following minimum 

requirements: 

6)	 At least five (5) years of demonstrated experience conducting cyber security assessments 

for U.S. based commercial or government entities with at least 1,000 concurrent end 

users.  

7)	 At least three (3) references from other government or commercial organizations where 

similar services have been provided within the last three (3) years.  These services shall 

have been, at minimum, satisfactorily performed by the Offeror, as confirmed by the 

reference checks. 



 

  

 

  

   

  

  

   

   

  

  

   

  

  

  

  

 

 

 

 
 

 

 

 

  

 

 

 

 

 

 

8)	 At least one (1) proposed Key Personnel shall hold at least one (1) of the following 

certifications: 

E.	 CISSP (Certified Information Systems Security Professional); or 

F.	 SSCP (Systems Security Certified Practitioner); or 

G.	 CCIE (Cisco Certified Internetworking Expert) Security; or 

H.	 Certified Ethical Hacker (CEH). 

2.9.2  OFFEROR’S PERSONNEL MINIMUM QUALIFICATIONS  

THIS SECTION IS NOT APPLICABLE TO THIS TORFP. 

2.10  TO CONTRACTOR AND PERSONNEL  PREFERRED QUALIFICATIONS  

B.	 Preference will be given to those Master Contractors who propose two (2) or more 

Key Personnel each holding one (1) or more of the following certifications: 

i.	 CISSP (Certified Information Systems Security Professional); or 

ii.	 SSCP (Systems Security Certified Practitioner); or 

iii. CCIE (Cisco Certified Internetworking Expert) Security; or 

iv. Certified Ethical Hacker (CEH). 

v.	 InfoSec Assessment Methodology (IAM) Certification. 

vi. Cisco Master Security Specialized Partner Certification. 




