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MOBILE SECURITY 
Secure your device with a lock 
screen. 

A good lock screen with a strong 
password will slow or stop most 
attackers. 

Enable encryption. 

Check your device’s settings and 
enable encryption. This makes it 
impossible for someone to read your 
files without your password. 

Avoid public Wi-Fi! 

Hackers love to set up fake hotspots, 
enabling them to see anything that’s 
passed across that network. 

Use a VPN. 

If you have no choice but to risk public 
Wi-Fi, a VPN (Virtual Private Network) 
will protect your data by creating a 
secure tunnel. 

Only download apps from 
official sources! 

Check with your company before 
downloading any apps or toolbars 
onto a work device. And if it’s 
approved, only get the app from an 
approved, official provider. 
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