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PHISHING 
Phishers want you to act fast. 

The faster you act, the less you 
think about it. Be on the lookout for 
threats, warnings and emotional 
blackmail: these are signs of 
phishing. 

Look out for phony 
login pages. 

Phishing email links send you to 
phony login pages that steal your 
login information. If an email tries 
to link you to a site, go to the real 
site through bookmarks or search 
engines instead. 

Be suspicious. 

If you weren’t expecting an email or 
attachment, don’t trust it! Better safe 
than sorry. 

Verify. 

Phishers love to impersonate bosses, 
friends and coworkers. If you get 
a suspicious email with someone’s 
name, contact that person by 
another channel to verify that they 
sent it. 
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